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Web Filtering
100% Cloud

Business Case for Web Filtering

Your small business customers know they are losing productivity when employees shop and social 
network on company time. Universal Business Solutions Web Filtering allows them to increase 
productivity with advanced, real-time content filtering and the ability to block access to the websites 
that drain time and money from their business. URL filtering is a basic and essential feature. Universal 
Business Solutions always inspects the complete URL. Affordable, less than 50% Total Cost of 
Ownership: Predictable yearly cost, nothing to deploy or manage, just set your policy and get the 
reports and enforce the policy  you need. 

•	 128-bit IP Sec Tunnel
•	 Private Cloud, fully redundant data centers
•	 Secure user password enforcement
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•	 Compatible with existing firewalls 
•	 Compatible across all browsers

100% CLOUD BASED SOLUTION

Universal Business Solutions cloud based solution is an easy-to-implement Web filtering service 
that benefits organizations of all sizes and quickly safeguards your network.  Cloud-based solutions 
are the best choice to protect any user on any device, anywhere. Universal Business Solutions 
provides Cloud-Based web filtering through multiple datacenters and offers seamless protection 
across the globe.

DRIVE PRODUCTIVITY

Universal Business Solutions Web Filtering helps your customers drive productivity by limiting access 
to social networking, searching, streaming media, and shopping. And, because less bandwidth is 
absorbed by personal use, that means more speed for business tasks.

ANTI-SPAM  |  ARCHIVING  |  ENCRYPTION  |  FIREWALL  |  LOG ANALYSIS  |  SINGLE SIGN-ON  |  WEB FILTERING

ENTERPRISE READY
•	 10 Global Data Centers
•	 24x7 Global NOC
•	 Near Zero Latency
•	 SIEM Integration

BROWSERS SUPPORTED
•	 Chrome
•	 Firefox
•	 Internet Explorer
•	 Opera
•	 Safari

OS SUPPORTED
•	 Windows® XP
•	 Windows® XP Pro x64 Edition
•	 Windows® Vista (32-bit, 64-bit)
•	 Windows® 7 (32-bit, 64-bit)
•	 Windows® 8 (32-bit, 64-bit)
•	 Windows® Server (32-bit, 64-bit)
•	 BSD
•	 Linux
•	 Mac OSX
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PROTECT AGAINST THREATS

Universal Business Solutions Web Filtering prevents users from bringing security risks into the 
business by automatically stopping access to sites known to deliver spyware, malware and other 
threats. It also lets you automatically block sites by category with over a million sites sorted into 
167 URL categories and 51 Cloud Applications (Such as YouTube, Pandora, GotoMeeting, Facebook, 
Gmail and more). Our easy to use portal has options to control the risk.

SIMPLIFIED IT MANAGEMENT

Universal Business Solutions not only frees IT from having to manage multiple security devices, 
but also provides easy access to in-depth reporting to conduct incident analysis in real time.  Build 
custom policies tailored to your business needs.  

Solution Overview

The term web filtering is broadly used to describe the process and tools that companies can 
use to restrict or monitor their users’ Internet use. The Internet provides an extremely effective 
way for organizations to increase productivity, lower costs and increase sales. It provides a 
quick and efficient way to undertake research, improve learning, interact with customers and 
transact business. However, it is also a source of content that is very likely to be inappropriate for 
employees to access, such as pornography, violence and racism to name just a few. In addition 
to inappropriate content, there are a range of other types of content, such as shopping, social 
networking and news that can have a huge productivity and consequently a financial impact on 
a company. In addition, there a number of legal risks such as Employment and Sex Discrimination 
legislation, which companies may encounter if they do not proactively manage Internet access. In 
some circumstances this can lead to financial and reputation losses. Our web protection blocks 
web threats at the source. So you can help stop malware, fake anti-virus, and phishing attacks 
before they become a problem. You can also create and enforce acceptable web usage policies.  
Stay secure simply, with web protection from Universal Business Solutions.

EASY TO DEPLOY
•	 100% Cloud Based
•	 No Onsite Hardware
•	 Deploys in Less Than a Day
•	 Web 2.0 Admin Interface

MOBILE DEVICE READY 
•	 Android
•	 Blackberry
•	 iOS
•	 Windows Phone

FLEXIBLE PURCHASING
•	 Upfront Pricing
•	 No Hidden Fees
•	 No Long Term Contract
•	 Monthly Payment Options

DATA CENTER LOCATIONS
•	 Atlanta, United States
•	 Dublin, Ireland
•	 Kansas City, United States
•	 Montreal, Canada
•	 Newark, United States
•	 San Jose, United States
•	 São Paulo, Brazil
•	 Singapore
•	 Sydney, Australia
•	 Tampa, United States
•	 Tokyo, Japan
•	 Washington DC,  

   United States

DATA CENTER 
CERTIFICATIONS
•	 SAS 70 Type II
•	 FISMA Moderate
•	 SOC 1/SSAE 16/ISAE 3402
•	 HIPAA/HITECH Compliant
•	 Tier 3/4
•	 ISO 27001
•	 U.S-EU Safe Harbor    

   Framework 
•	 PCI DSS Level 1
•	 U.S-Swiss Safe Harbor  

   Framework

WEB FILTERING DATASHEET
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Try it now for free
Register for a free 30-day evaluation at securolytics.io/try
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CLOUD INFRASTRUCTURE
•	 24x7 Global NOC
•	 Global Load Balancing
•	 High-Speed Storage
•	 Near Zero Latency
•	 Real-Time System  

   Status Portal
•	 REST API
•	 SIEM Integration

WEB FILTERING DATASHEET
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