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DATASHEET

Single Sign-On
100% Cloud

Business Case for Single Sign-On

Universal Business Solutions Single Sign-On provides authentication services for users and securely 
provides appropriate data to requesting services.  Universal Business Solutions Single Sign-On can 
provide a rich set of user-related data to applications instead of just a simple yes/no response to 
an authentication request.  This data can help an application provide a more personalized user 
experience, save the user from having to manually enter data the service requires, and refresh the 
data each time the user logs onto the application. 

KEY FEATURES

•	 Support for LDAP, Kerberos, web server and Servlet Container based authentication systems
•	 Support for reading user data from LDAP directories and relational databases (no special 

schemas required) and performing simple or complex transformations on the acquired data
•	 Support for releasing only selected data and making sure it gets there securely
•	 Excellent scaling - a single instance can handle millions of authentication requests per day

ENTERPRISE READY
•	 10 Global Data Centers
•	 24x7 Global NOC
•	 Near Zero Latency
•	 SIEM Integration

EASY TO DEPLOY
•	 100% Cloud Based
•	 No Onsite Hardware
•	 Deploys in Less Than a Day
•	 Web 2.0 Admin Interface

FLEXIBLE PURCHASING
•	 Upfront Pricing
•	 No Hidden Fees
•	 No Long Term Contract
•	 Monthly Payment Options
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Try it now for free
Register for a free 30-day evaluation at securolytics.io/try
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SINGLE SIGN-ON DATASHEET

CLOUD INFRASTRUCTURE
•	 24x7 Global NOC
•	 Global Load Balancing
•	 High-Speed Storage
•	 Near Zero Latency
•	 Real-Time System  

   Status Portal
•	 REST API
•	 SIEM Integration

DATA CENTER LOCATIONS
•	 Atlanta, United States
•	 Dublin, Ireland
•	 Kansas City, United States
•	 Montreal, Canada
•	 Newark, United States
•	 San Jose, United States
•	 São Paulo, Brazil
•	 Singapore
•	 Sydney, Australia
•	 Tampa, United States
•	 Tokyo, Japan
•	 Washington DC,  

   United States

BROWSERS SUPPORTED
•	 Chrome
•	 Firefox
•	 Internet Explorer
•	 Opera
•	 Safari

MOBILE DEVICE READY 
•	 Android
•	 Blackberry
•	 iOS
•	 Windows Phone

OS SUPPORTED
•	 Windows® XP
•	 Windows® XP Pro x64 Edition
•	 Windows® Vista (32-bit, 64-bit)

•	 Windows® 7 (32-bit, 64-bit)

•	 Windows® 8 (32-bit, 64-bit)

•	 Windows® Server (32-bit, 64-bit)

•	 BSD
•	 Linux
•	 Mac OSX

HOW DOES IT WORK?

A user wants to access a SAML compliant application in your organization. Universal Business 
Solutions Single Sign-On does the following:

•	 Accepts SAML authentication request sent from application Service Provider 
•	 Authenticates the user against your organization’s existing authentication service
•	 Universal Business Solutions Single Sign-On collects user data from your organization’s existing  

data stores
•	 Securely transmits the collected information to the application Service Provider
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